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HIPAA Statement 

FlanTech, Inc., certifies that to the best of its ability and understanding, the following 

software applications have been designed to meet or exceed the guidelines set forth by the 

Health Insurance Portability and Accountability Act of 1996 (HIPAA): 

 Sports Injury Monitoring System (SIMS), version 3.5 and later. 

 

FlanTech, Inc., is not responsible for nor will assume any liability for direct or indirect cause 

by a FlanTech, Inc., business partner, client, or otherwise covered entity’s understanding 

and timeliness of compliance, compliance deficiency or any compliance limitation. 

 
Application Features 

The following HIPAA-related features are available in SIMS: 

 User Accounts 

SIMS can be configured to require each user to log in with a user name and 

password whenever the application is run.  Each account can be configured with 

access to all teams or only selected teams.  Additionally, access to different program 

features can be restricted to only selected accounts. 

[Version 4.5 and later]  Allows you to require users to change their password after a 

set number of days. 

[Version 6.0 and later]  Allows you to require complex account passwords. 

 Login History  SIMS can record a history of each user’s login and logout times. 

 Output File Encryption  SIMS export files are encrypted at 256 bits—twice that 

required by HIPAA.  Additionally, files uploaded to FlanTech are de-identified by 

default. 

 Database Encryption  A database encryption manager is available for an additional 

cost.  This add-on will encode your SIMS database tables with 128-bit encryption. 

 
More Information 

You can learn more about HIPAA from these websites: 

http://www.hhs.gov/ocr/hipaa 

http://www.hipaa.org 
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